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They Say That Data Is the New OQil,
But Are Companies Doing Enough to Protect It?

Growing Data Security Risks

he expression “data is the new
oil” can be found throughout the
media and all over the Internet.
This comes at a time when customer data,
among other forms of data, is being refined
to yield profits through data monetization.
Data monetization is garnering a lot of
attention, and if you look at the potential to
make profits, data and oil certainly do seem
to have many similarities. However, unlike
physical oil fields, valuable data carries the
hidden risk of being stolen unknowingly.
Just like individuals oblivious to a mosquito
indulging on their hemoglobin, some
companies might fall prey to data theft
unbeknownst to them. That is why
measures to counter data security risks are
such a dire issue for companies around the
world.
Before we progress, | should introduce

myself. My name is Satish Thiagarajan. | was
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appointed Chief Delivery Officer of Tata
Consultancy Services Japan (TCS Japan) late
last year, and am currently responsible for all
project delivery. | also promote the adoption
of our hybrid model, and work extensively
on solution enhancement. Prior to joining
the team in Japan, | was global head of TCS'
security practice, overseeing engagements
with clients the world over. In this article, |
would like to take readers through the hidden
security risks associated with data, and explain
how Tata Consultancy Services (TCS) leverages
its global expertise in mitigating data security
risks—something we as an organization have
built up through extensive engagements
with companies spanning geographies and
industries worldwide.

Businesses on the whole have undergone
high degrees of digitalization in recent years,
and as the fusion of real and cyber space

advances, the number of cyber-security

related risks is skyrocketing. Compounding
things is the fact that many businesses still
use potentially susceptible legacy systems
amidst their more modern architecture,
and with companies hoarding enormous
amounts of data collected and accumulated
in these systems, there is a serious risk of data
leakage. This presents a serious risk, not only
to consumers, but also to the companies
possessing the data in how they respond
to the demands of regulatory bodies even
beyond their own geographical location.

A simple example we may all relate to from
a consumer perspective; data such as the
website browsing history of consumers yields
great value since it aids in the development
of new products, as well as marketing and
sales strategies. Companies obtain this data
through cookies they deploy in websites
and social media. However, to consumers

the collection of this data could lead to the

unintended leakage of private information
not only related to their buying patterns, but
also to their tastes, political beliefs, and so
on. Companies who obtain this type of data

bear great responsibility, for in the event of

Measures Against Data Security Risks Is a Global Issue

o how does an organization

mitigate these types of data

security risks? This has become a
critical question for enterprises around the
world. Earlier, | mentioned considerations
of regulatory bodies. The General Data
Protection Regulation (GDPR) came into
effect in May 2018 in the EU, and the
California Consumer Privacy Act (CCPA)
took effect in January 2020. Both these

laws require companies who handle data—

Why Japanese Firms Should Hurry to Get Their Data Security Risk Measures in Gear

rowing data security risks

are an issue that also affect

Japanese companies. The GDPR
is an EU regulation, but it applies not only
to companies enrolled as a member of the
EU states, but also to all companies who
do business in the EU, so the rules of the
GDPR apply to any company that obtains,
through online purchases made and so on,
data on users living in the EU. In other words,
Japanese companies who have expanded
their business on a global scale must now
manage their data according to the standards
of authorities in the EU and the US.

In addition, more and more companies
are allowing their employees to work
from home, and as the trend of working
remotely grows, Japanese firms should
also understand the increased data risks
that accompany these shifts in workplace
dynamics. Japanese companies have
accumulated vast amounts of valuable data,

and that makes them a potential target

an information leak, a simple apology will not
suffice.

The level of risk to consumers is directly
linked to the level of rigor enacted by the

companies who handle that data. The extent

specifically personal information—take
appropriate measures to protect it.

TCS conducted its TCS 2020 CIO
Study of executives in charge of IT and
chief information officers (CIO), drawing
responses from 1,010 companies across
11 industries in the US and Europe. The
results of the study showed that more
than 70% of respondents considered data
relating to customers’ online perceptions

of their company’s products and services

due to the intellectual property rights they
possess. And yes, while Japanese companies
have long since been the target of hackers
from all around the globe, nowadays
these entities aren't only looking to make
an economic profit. Some hackers work
with the intent to damage the reputation
(credibility & rating) of target companies. This
can include cyber-attacks and cyberterrorism
from enemy states and hostile organizations,
or even vigilantes who just want to show off
their technological prowess and take delight
in people’s reactions to their crimes.
Actually, there have been countless
reports of cyber-attacks made on prestigious
Japanese companies in these past few years
alone. For example, in 2018 there were
several consecutive cases when a company’s
internet router settings were maliciously
tampered with by an external party. This was
achieved by prompting users to access a
fraudulent site that would allow the attackers

access to their network. Then in 2020, there

of damage these kinds of data leaks can
cause to a company’s public credibility and
the amount of consumer anxiety and anger
they bring have become apparent countless

times these past few years.

to be “extremely important/considerably
important,” while more than 60% considered
the same for data regarding customers’
recognition of their company’s products
and services. Despite this, the results from
the study also showed that only one-third
of those companies had concrete measures
in place to address data security risks. This
is a clear indication that most companies

aren't doing enough to protect themselves.

have been reported cases of unauthorized
access to a major Japanese manufacturer’s
internal servers, which took place over an
extended period. All of these incidents have
seriously affected stakeholders’ trust in the
respective industries, and these may only
be the tip of the iceberg. You see, it is said
that it can take some eight months for the
average company to become aware of these
type of cyber attack. The truth be told, many
companies could very well be the subject
of attacks at this moment without even
knowing it.

These examples help illustrate how Japan,
who is currently in the global spotlight, will
most likely see even greater data security
risks in the future. It doesn't matter what
industry you work in, what your business
conditions are, or even what type of data
you handle. All Japanese companies need to
be aware of these risks and urgently work to

establish preventative measures.



Basic Concept of Data Security Measures

feel that in these past few years

Japanese companies have really

become more aware of these data
security risks, especially those who have
gone global. However, only 15-20% of
Japanese companies have a full-time
chief information security officer (CISO),
and compared to European companies,
Japanese firms still have a long way to
go in terms of how they establish their
systems. Data security risks are growing,
and | think the first steps Japanese firms
should take are to shore up their existing
systems by, among other things, appointing
a dedicated CISO, and ensuring all of their
employees recognize the fact that data

security measures aren't merely the realm of

Three Steps for Promoting Data Security Measures

hile each employee must be

thorough in the measures

they take, there is also a
need to promote measures throughout
the entire organization. Implementing
sophisticated measures equally across all
systems within the company, however,
is inefficient both in terms of cost and
labor. The following three steps are key for
constructing prioritized and sustainable

measures that identify and evaluate data

Figure : The Seven Layers of OSI

Transmit
Data

the IT department, but rather a concern for
associates across the entire company.

IT systems support all of the activities
that accompany a company’s digital
transformation journey. However, all of
those can be targeted by hackers. In
particular, many Japanese companies use
highly customized legacy systems alongside
their next generation systems. If not
adequately addressed, this can leave them
unwittingly open to a multitude of risks
stemming from unidentified weaknesses
that attackers may quietly take advantage
of.

On the other hand, even if security
measures within their system are structurally

flawless, this all becomes meaningless if

security risks:

M Step 1: Categorize & Prioritize

The first step is to identify which items
are of greatest value and should thus be
attributed highest priority in terms of
protection. Sorting through the copious
volume and immense variety of data
accumulated within corporate systems—
customer information, product information,
technical information, financial information

and employee information—one must

User

Session Layer

Transport Layer

Network Layer

the employees operating the system aren't
acutely aware and vigilant. As one can see
from data revealing that 90% of security
incidents are from employees opening
emails that guide them to malicious
websites, the greatest weakness in data
security can be a lack of awareness by the
company’s own employees. First, the most
important task is to educate all employees
on the basics of cyber hygiene. Namely, this
means increasing their awareness to risks,
teaching them not to click on links or open
email attachments from untrusted sources,
using official licensed operating systems
(OS) and applications, and always using
the most up-to-date versions of security

software, etc.

categorize and ascribe both value and risk
to each. Consider things like what data
would be appealing to hackers, and what
data would have the greatest ramifications
if leaked, then protect these assets
according to their attributes.

M Step 2: Formulate a Strategy

After assigning priority to data that should
be protected, the next step is to understand
what methods and routes hackers can take

to attack that data, and examine possible

Receive
Data
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Physical Link

measures against them. Which system is the

data saved on? Can that system be accessed
by anyone? By clarifying the possible routes
hackers can take, companies can draw up
concrete measures against them.

When doing so, one effective measure
| recommend is creating a multi-layer
defensive wall obstructing access to that
data. The first layer is network, the second is
infrastructure, the third is Web servers, the

fourth is application, and so on. By creating

these layered defenses, the hacker becomes
discouraged by the time they get to let’s
say the fifth or six layer that they are more
likely to give up and go after another target.
M Step 3: Continuously Evaluate

Having assigned priority to data, and
created a multi-layer defense in line
with those priorities you will mitigate
immediate risks, but this is only a temporary
solution. The business models and scales

of companies are in a constant state of

Helping Companies Take the Next Step in
Developing Measures Against Data Security Risks

Il of the data security-related

risks that I've talked about

until now might have made
many of you worried about your own
businesses, but I'm here to tell you that
you don't need to be. If you recognize
both the importance and potential data
carries, identify the risks and implement
appropriate measures against them, then
you don't need to worry. Efforts made
towards data security risk are, in a sense,
an insurance product. Even if the risks
cannot be reduced to zero, it is possible to
minimize damages caused in the unlikely
event of a disaster. The first step is to
correctly recognize the types and scales
of risks relevant to your business, then you
should probably examine what kind of
measures you will take while determining
the scope of tolerable risks and appropriate
investments.

Another similarity efforts towards data
security risk have with insurance is the
fact that it's hard to tell whether those
measures were good or bad unless you
actually get attacked. With that said, it is
very important to evaluate beforehand
how your measures function in the event
of an actual attack by conducting carefully

constructed simulations.

Expert knowledge and experience is
needed to not only visualize data security
risks, but also to conduct simulations
for evaluating security measures. For
that reason, | believe companies should
leverage the expertise of external partners
who specialize in that area, rather than
trying to do everything on their own.

At TCS Japan, we make full use of
the rich knowledge and experience our
organization has gained from around the
world while dealing in the business of
cyber security and data security, and we
provide these kinds of comprehensive
support packages to our clients.
Companies who already have a complete
set of critical data security measures in
place can make use of TCS Japan's cyber
attack evaluation service to verify any
areas of potential weaknesses or areas
where improvements can be made. Do
you not know what kind of risks affect
your company? Are you not sure where to
start? TCS Japan also provides support for
quickly drawing up measures based on the
three steps listed above.

Please take this opportunity to reflect on
the seriousness of data security risks, and
how important it is to implement measures

against them. Our wish is for companies

flux, and so the type and severity of risk
also change accordingly. In addition, the
techniques used to carry out cyber attacks
are also diversifying and become more
sophisticated each day. It is essential for
companies to keep evaluating current risks
and countermeasures while understanding
their business environment and the changes
going on in their own organizations in order
to keep data security risks within tolerable

ranges.

to make good and effective use of their
valuable data, in a manner that doesn't

leave them unnecessarily vulnerable.

Satish Thiagarajan

Chief Delivery Officer & Executive Vice
President
Tata Consultancy Services Japan

Satish Thiagarajan is Chief Delivery Officer and
Executive Vice President of Tata Consultancy
Services Japan, assuming his current position in
November 2019. He acquired a B. Tech Chemical
Engineering at NIT Warangal, India in 1989.
Following graduation, he went on to earn his
CFA from ICFAI Business School-Hyderabad in
1997, whilst building a career across organizations
in IT services, management consulting, and
engineering services. In addition to diverse
experience leading global IT service projects,
he has a proven track record managing large IT
application and infrastructure transformation
programs, and driving service development
initiatives. In 2013, he assumed the role of Tata
Consultancy Servises' Global Head of Cyber
Security, scaling the business some 45%+ CAGR
(Compound Annual Growth Ratio) over a five
year period.
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CAINZ Promotes Its Digital Strategy for Its
Transformation into an IT-Empowered Retail Company

CAINZ becomes the first company in the home improvement industry to embark on its Agile

development journey in an aim to enhance convenience for its customers and store employees.
Development of Find in CAINZ, a store- and inventory-search app, paves the way to transform

CAINZ into an IT-empowered retail company.

Improved store employee satisfaction underpinned by real-world feedback

incorporated into Agile development

AINZ Corporation (CAINZ), well-

known for its slogan Kurashi-

nila la La (La la la Lifestyle),
is a major home improvement center
operating 218 stores across Japan (as of the
end of April 2020). CAINZ is a member of
the Beisia Group which has 6 major retail
chains that form the core of the group.
Under the management philosophy “For the
Customers’, CAINZ upholds three kinds of
satisfaction as its founding principles, namely
customer satisfaction, partner satisfaction,
and employee satisfaction. CAINZ has
implemented various initiatives beyond the
retail and the home improvement industries,

such as the early adoption of SPA (specialty
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stores of private label apparel) in the home
improvement industry.

In March 2019, the company announced
its three-year mid-term management plan
PROJECT KINDNESS targeting fiscal year
2021. In line with its target of creating the
future CAINZ, the company has set out on a
new challenge to secure sustainable growth
and has established a four-pillar strategy to
achieve this, namely SBU (Strategic Business
Unit) strategy, digital strategy, store operation
strategy, and kindness to employees, the last
of which is designed to underpin the former
three pillars.

Even before announcing PROJECT

KINDNESS, CAINZ had already utilized NPS

(Net Promoter Score) to quantify customer
evaluations and improve services to promote
customer loyalty. These initiatives unveiled
customer frustrations, such as having
difficulty finding store clerks, not being able
to find the products they are looking for, and
crowded checkout counters.

“In order to achieve sustainable growth,
it is essential for us to eliminate customer
dissatisfaction and instead deliver impressive
services,” says Yasushi Takenaga, Digital
Strategy Director of Digital Marketing &
E-Commerce, Commerce Research Division,
Beisia Inc, who manages IT and infrastructure
for the entire Beisia Group. "We also need to

streamline how store employees work and

eliminate the frustrations they experience. To
realize these two things simultaneously, we
decided to embark on a journey to innovate
store operations by leveraging digital
technologies”

That is how the company started its
project to develop the store- and inventory-

search app, Find in CAINZ.
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4 Pillars of Business 4.0

Agile

Screen image of the Find in CAINZ app showing the locations of products, how many are in stock, and a map

of the store floor.

Maximizing the Advantages of Agile Development

efore the app was developed,

approximately 80% of the inquiries

store employees received from
customers were simply about where products
are located. Koji Otsuka, General Manager
of the Store Operation Improvement
Department at CAINZ Corporation, led the
project as project manager.

“It was hard for store employees to cope
with all the inquiries in a timely and accurate
fashion,’ says Otsuka as he reflects back on how
they addressed the issue. “Home improvement
centers are quite unique in that our sales floors
are very large with over 100,000 items. Part-time
workers have an even harder time responding
to customer inquiries since they most often
don't know where everything is located. We
used the largest home improvement center
in the US as our benchmark, and found
that they were offering satisfying purchase
experiences to customers by leveraging digital
technologies. That was one of the reasons why
we decided to consider adopting the use of
digital technologies for our stores as well, and
upon doing so, CAINZ set out its digital strategy

in the mid-term management plan which will

drastically accelerate the realization of this
project!”

Thus, CAINZ started its process for selecting a
partner for their project.

“We met many vendors, and among them,
we found that Tata Consultancy Services (TCS)
has outstanding achievements and expertise
in the global retail industry. That was the
clincher and we selected Tata Consultancy
Services Japan (TCS Japan) as our partner,’ says
Takenaga.

For the project, TCS Japan proposed Agile
development. They say that it was the first
time for CAINZ to adopt Agile development
which made them unsure at first. Yoshiki
Mizuno, the Store Innovation Promotion
Project Leader (and concurrently Project C+
Leader) of the Digital Innovation Office in the
Digital Strategy Division of CAINZ Corporation,
who participated in the project from the very
beginning as an exclusive member, had this
to say about the project.

“As we did not even know what Agile
meant, we had extensive discussions with
TCS Japan's members during the first month

of the project, sometimes lasting from
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Store employee using a SITE Phone
equipped with Find in CAINZ.

CAINZ

CAINZ Corporation

Year of Foundation: 1989

Head Office: Honjo City, Saitama Prefecture
Business: Management of home
improvement stores
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morning to evening, but gradually came to
understand the concept of Agile and how to
take it forward. What we learned most was to
prioritize what should be realized, what we
want to realize, and to keep working in line
with that. If discussions were only held among
CAINZ members, | am sure we would have
gotten caught up on unimportant details.
Thankfully, TCS Japan's members did a great
job of leading the project without losing sight
of the goal. That was one big reason why the
project went so smoothly.”

Kenta Tsukamoto, who belongs to CAINZ
Corporation’s Business Planning Group,
[T Strategic Planning Department, Digital
Strategy Division, served as a bridge between

the project and the Digital Strategy Division

and had this to say about the advantages of
Agile development.

“I was surprised to see that what we
discussed one day took shape in just two
weeks. Despite several mismatches between
what we imagined and what the prototypes
turned out to be, modifications were discussed
and reflected immediately, so that we were able
to verify the results the very next week. The
whole process was incredibly speedy, allowing
us to base our discussions on an actual product,
and to directly incorporate the frank feedback
of frontline staff into the final product!

Tsukamoto says that this project has served
as a stepping stone for CAINZ, and that Agile
methodologies are now becoming more

mainstream within the company.

Well Received from Both Customers and Store Employees

he finished Find in CAINZ app

allows store employees to quickly

find where products are located
and how many are in stock. Employees simply
enter either the product name, a key word, or
the JAN code to find what they are looking
for. The app is installed on a SITE Phone
device, an in-store mobile phone for store
employees who used it for customer service
and stocking shelves. It saves customers the
stress of looking for products on the large
shop floor, and also eases the workload
placed on store employees who replenish the
shelves. The Find in CAINZ app has enabled
the company to deliver a more friendly user
experience to its customers.

First, 40 SITE Phones were introduced to
the flagship CAINZ HOME Honjo-Waseda
branch in Saitama Prefecture in October 2019.
Following that, SITE Phones were introduced
to all stores in January 2020. The phones were

positively received from both customers

and store employees, who say that various
results are already being seen. Masahiro
Tamura, a Planning & Survey Manager (and
concurrently the Member Application Project
Leader) from the Sales Planning Office in the
Marketing Strategy Department of the Sales
Division, CAINZ Corporation who served as
the link for store operations, spoke about the
effectiveness of the app.

“The fact that real store feedback was
incorporated into the development of the
system was well received, says Tamura. "Actually,
when the project had just started, some of
the veteran employees asked if it really was
needed. However, after seeing how convenient
the system turned out to be, those employees
now use the app quite frequently. Another
store employee received a compliment from
a customer who said, ‘The store staff quickly
found the product | was looking for and made
the whole shopping experience go smoothly!

The employee who served this customer was a

part-time worker. Overall, there are now about
30% less inquiries being made to our customer
help desk compared to before, all thanks to the
Find in CAINZ app!

Otsuka says that the app has great
advantages for store employees as well. “The
greatest effect was that it reduced customers'
waiting time, and consequently eased the
pressure of store employees, enabling them
to serve customers more confidently. Also,
the lead time for restocking shelves was
greatly shortened, so employees can now use
that time more efficiently for other work!

This project has produced a wide range of
effects. All of the project members agree that
one of the reasons why this project was such
a success was the incorporation of a more
user-friendly experience.

“We focused on user-friendliness and tried to

reduce the amount of taps needed to perform

tasks as much as possible. This kind of attention
to detail allowed us to create an intuitive app
that even veteran employees can find easy
to use," adds Takenaga. “Our company usually
employs a multitasking-based approach, where
projects are developed as each team member
engages in a diverse range of work. For this
project, however, we assigned dedicated
members and even brought aboard certain
employees who knew the actual stores well. |
am convinced that this was a key factor for the
success of this project. Furthermore, TCS Japan
understood our business very well, not just
as a vendor, but as a partner. The hybrid team
was composed of a mix, including global team
members with abundant domain knowledge,
and a Japanese team that was familiar with
business practices in Japan. This allowed a wide
range of proposals to be made, which also

contributed to the success of the project!

Using Find in CAINZ to Offer More Friendly Services

AINZ is keen on adding more

functions to make their Find

in CAINZ app even more
sophisticated. “There are still more things
we want to achieve by utilizing digital
technologies, such as displaying more detailed
information about products or directly jumping
to the manufacturer’s website when a SITE
Phone is placed beside them," says Otsuka.
“In the retail business, we deal with massive
amounts of products, where various elements
come into play and make things extremely
complicated, making it hard to run the business.
Nevertheless, we have high expectations
that TCS Japan will further deepen their
understanding of our business, and we hope
that they will continue supporting us in the
future!” Takenaga also commented saying,

“During the tail end of the first step for this

project, we visited the TCS campus located in
Chennai, India. There, we had the privilege of
experiencing what it's like being in the actual
frontline of TCS" business, and through our
discussions with them, reaffirmed our trust
in the capability of TCS once more. That visit
convinced us that we could realize what we
were aiming for with them

Takenaga also stated that by establishing
their position as an IT-empowered retail

company, they aim to help enrich the lives of

Yoshiki Mizuno

Store Innovation Promotion Project Leader
(Concurrently) Project C+ Leader
Digital Innovation Office, Digital Strategy
Division
CAINZ Corporation

Kenta Tsukamoto

Business Planning Group, IT Strategic
Planning Department, Digital Strategy
Division
CAINZ Corporation
can be produced in the future by stepping up
the level of our activities. The next step now is
to make the current version of Find in CAINZ
more convenient, realize the true meaning
of 'For the Customers;, and raise the level of
kindness to our employees. We hold high
hopes for TCS Japan to work hard together
with us as our partners moving forward.
TCS Japan will leverage its global expertise

to support CAINZ' journey to become an IT-

empowered retail company.

people through their more

customer-friendly services.

Mentioning TCS Japan,

he remarks, "I believe we

are at the point when the
true value of a partnership
between CAINZ and TCS

Japan depends on what

4

Project members from both CAINZ and TCS Japan in front of the head office in

Waseda no Mori, Honjo City
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News from the Network

TCS NAKAJIMA RACING Will Use Its New Driver System to
Take Part in the 2020 Super Formula Championship

TCS has carried out activities as a
technology partner and as a title
sponsor for NAKAJIMA RACING in the
Super Formula Championship (SUPER
FORMULA) series since 2017. Although
the TCS NAKAJIMA RACING team ranked
third in 2019, it has adopted a new driver
system this year as it aims to win its fifth
title since 2009. This is the second year
that the team will be participating in the
event since their debut, and there are
already high hopes for TCS NAKAJIMA
RACING's ace driver, Tadasuke Makino, and
Toshiki Oyu who will be taking part in the
SUPER FORMULA for the first time this
year. Continuing with last year’s theme,

the team's race car has been designed

with the letter “X" as its central motif. This

symbol was integrated to represent two
concepts, namely TCS' efforts in the field
of digital transformation (DX) which it
provides as support for its customers, and
the hidden potential (X-factor) of their
team.

Satoru Nakajima, the general manager
who leads the team, says that he is very
confident in this year’'s race despite
the changes and affects caused by the
coronavirus pandemic. “These are tough
times," he says, “but | am very keen on
cooperating with the team to produce
results.” Tadasuke expressed that he had
a lot of disappointing races last year in
2019, but is looking forward to doing his
best in the fight to become the series
champion, and to be able to race this year

.
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in more favorable circumstances. Toshiki
also commented that he aims to win and
become the series champion by stunning
the crowd with a stellar performance
despite his position as the team rookie.
TCS will continue to support the
team on their journey to victory by fully
leveraging the company’s extensive global
digital expertise to further enhance the

team’s speed, agility, and teamwork.

General Manager Satoru Nakajima with #65 Toshiki Oyu (left)
and #64 Tadasuke Makino (right). Take a look at their snapshots
on the back cover.

‘ Please visit the official SUPER FORMULA website for more details on future events.

https://superformula.net/sf2/en/

News from the Network

TCS Japan Helps to

Disseminate Japanese-Style

Education Overseas by

Participating in
EDU-Port Japan

EDU-Port Japan is a public-private initiative
promoted by the Ministry of Education,
Culture, Sports, Science and Technology
(MEXT) that aims to disseminate Japanese-
style education overseas, and TCS Japan has
been taking part in a pilot business of EDU-
Port Japan since FY2018.

TCS Japan participates as a consortium
member of the pilot business that aims to
fuse Indian- and Japanese-style education
and training, and to develop talent according
to the needs of each respective country.
The aim of this initiative is to examine
models for education to help in human
resources development (HRD)—a vital
framework for leading in the modern era.
This will be achieved by further enhancing
the capabilities of essential company
personnel, and by promoting
intercommunication between
parties such as Japanese
and Indian educational
institutions amidst an age
when more time is being
spent on acquiring education.
TCS Japan uses the TCS iON
platform (TCS' comprehensive

cloud service for the field of

education) to offer a “Phygital” model that
enables an optimal combination of digitally
delivered education content with the
physical education offerings that comprise
each company’s training programs in real,
physical classrooms.

In November 2019, TCS Japan collaborated
with the Nara Women's University Secondary
School to carry out experiments at two
secondary schools to prove the effectiveness
of STEM (Science, Technology, Engineering,
and Mathematics) classes that use drones
to explore solutions to social issues. This
initiative aimed to equip students with 21st
century skills needed in modern society, such
as problem-solving skills and the creativity to
resolve social issues affecting India through
the use of technology. This activity also
made use of DigiOMR powered by TCS iON
PAPER, and the surveys, analyses, etc. that
followed all helped to further develop the
consortium'’s activities.

TCS Japan will continue to leverage these
businesses to develop platforms promoting
good relations between Japan and India, and
connect Japanese educational institutions

and enterprises with the rest of the world.
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Health Management

Initiatives Aiming at Secure

and Healthy Workspace

Human resources are our company’s greatest
asset, and we believe that the health and
wellbeing of our associates is critical to our
continued success and growth. As an IT
service provider supporting [T infrastructure
and facilities critical to customers’ business
and society at large, we are taking measures
to ensure secure, healthy workspaces for
all we work with, including associates and
business partners.

To help realize these initiatives, we
have established a “Health Consultation
Office” under the aegis of our CAO (Chief
Administrative Officer), with a view to
improving health management. Within
this new function, our industrial physician,
industrial health specialist, and health

supervisors are taking care of associates’

physical and mental health. Further, we
are proactively incorporating optional
tests within our annual medical check-ups,
regularly delivering health related information,
and have set up an external EAP (Employee
Assistance Program) so that around-the-
clock counselling services are available
for associates. In March, in recognition of
these initiatives, TCS Japan was selected as
Certified Health & Productivity Management
Organizations by the Ministry of Economy,
Trade and Industry of Japan.

We will continue striving to ensure healthy

workspace for

the consistent _/

‘H-L-’
delivery of better ! ’:'E\i
2020
IT services. BERESERZEA

Health and productivity
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